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LANSING STREET ADVISORS 

PRIVACY POLICY 

 

Lansing Street Advisors (“Lansing Street”) maintains physical, electronic, and procedural safeguards that 

comply with federal standards to protect its clients’ nonpublic personal information (“information”).  

Through this policy and its underlying procedures, Lansing Street attempts to secure the confidentiality of 

customer records and information and protect against anticipated threats or hazards to the security or 

integrity of customer records and information.   

It is the policy of Lansing Street to restrict access to and/or the sharing of all current and former clients’ 

information (i.e., information and records pertaining to personal background [including social security 

number and address], investment objectives, financial situation, financial planning issues, tax 

information/returns, investment holdings, account numbers, account balances, etc.) to those employees 

and affiliated/nonaffiliated entities who need to know that information in furtherance of the client’s 

engagement of Lansing Street.   

Lansing Street shall disclose, as necessary, the client’s information: (1) to unaffiliated service providers 

and vendors  in furtherance of establishing, maintaining, and reporting on the client’s Lansing Street 

relationship (i.e., broker-dealer, account custodian, record keeper, technology, performance reporting, 

customer relationship management software [CRM], proxy voting, insurance, independent managers, sub-

advisers, etc.); (2) required to do so by judicial or regulatory process; or (3) otherwise permitted to do so 

in accordance with applicable federal and/or state privacy regulations.  

However, Lansing Street does not, and shall not, disclose or share information with any affiliated or 

nonaffiliated persons, entities, or service providers for marketing or any other purposes or reasons not 

referenced above.  

Opt-Out Options and Mobile Information 

You have the right to opt out of receiving marketing communications from us at any time by:  

• SMS: Replying "STOP" to any SMS message you receive from us. Email: Clicking the 

"unsubscribe" link in any email you receive from us.  

• Account Settings: Updating your preferences in your account settings on our website. 

More on mobile information usage, collection, and privacy: 

• Our SMS program provides updates, notifications, and promotional messages related to our 

services. By subscribing to our SMS program, you consent to receive SMS messages at the phone 

number provided. Message frequency may vary based on your interaction with our service. 
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• We do not share your mobile information with third parties or affiliates for marketing or 

promotional purposes. Additionally, all the categories of personal data mentioned above exclude 

text messaging originator opt-in data and consent. This information will not be shared with any 

third parties under any circumstances. However, we may share your data with trusted service 

providers who assist us in operating our SMS program, provided they agree to keep your data 

confidential and use it solely for the purpose of providing services on our behalf. 

• You have the right to access, correct, verify, or remove your personal information at any time. To 

manage your information, please contact us at 215-718-2063. 

• Opt-Out Option: If you wish to opt-out of receiving SMS messages, you may do so at any time by 

replying "STOP" to any of our messages or by contacting us directly at 215-718-2063. Opting out 

will not affect your other interactions with our services. 

ANY QUESTIONS OR CONCERNS: Should you have any questions regarding the above, 

please contact Michael Topley, Chief Compliance Officer. 

 

Dated: __________________                  ______________________________ 

 


